IBM DB2 9 Fundamentals certification exam study guide 
1. Which authority or privilege is granted by the DB2 Database Manager configuration file? 

A. CONNECT 










B. CONTROL 










C. SYSMAINT 










D. EXECUTE 

The answer is C -- SYSMAINT   The instance-level authorities available (SYSADM, SYSCTRL, SYSMAINT, and SYSMON) can only be given to a group of users and the names of the groups that have been given these authorities are recorded in ...
2. If the following SQL statements are executed in the order shown:   

CREATE TABLE orders (order_num INTEGER NOT NULL, buyer_name VARCHAR(35), amount NUMERIC(5,2));   CREATE UNIQUE INDEX idx_orderno ON orders(order_num);   

Which of the following describes the resulting behavior?   

A. Every ORDER_NUM value entered must be unique; whenever the ORDERS table is queried rows should be displayed in order of increasing ORDER_NUM values   

B. Every ORDER_NUM value entered must be unique; whenever the ORDERS table is queried rows will be displayed in no particular order   

C. Duplicate ORDER_NUM values are allowed; no other index can be created for the ORDERS table that reference the ORDER_NUM column   

D. Every ORDER_NUM value entered must be unique; no other index can be created for the ORDERS table that reference the ORDER_NUM column

The correct answer is A -- Every ORDER_NUM value entered must be unique; whenever the ORDERS table is queried rows should be displayed in order of increasing ORDER_NUM values.   If the UNIQUE clause is specified when the CREATE INDEX statement is executed, rows in the table associated with the index will not have two or more occurances of the same values in the set of columns that make up the index key.
3. Which type of key is defined on the child table to implement a referential constraint?   

A. Unique key 

B. Primary key 

C. Foreign key 

D. Composite key

The answer is C -- Foreign key   To create a referential constraint, you define a primary key, using one or more columns in the parent table, and you define a foreign key for one or more corresponding columns the child table that reference the parent table's primary key...

4. A table contains a list of all seats available at a football stadium. A seat consists of a section number, a seat number, and whether or not the seat has been assigned. A ticket agent working at the box office generates a list of all unassigned seats. When the agent refreshes the list, it should only change if another agent assigns one or more unassigned seats. Which of the following is the best isolation level to use for this application?   

A. Repeatable Read 

B. Read Stability 

C. Cursor Stability 

D. Uncommitted Read

The answer is C -- Cursor Stability   If the Repeatable Read isolation level is used, other agents will be unable to assign seats as long as the transaction that generated the list remains active; therefore, the list will not change when it is refreshed. If the Read Stability isolation level is used, other agents will be able to unassign currently assigned seats...

5. Which of the following is a valid wildcard character in a LIKE clause of a SELECT statement?   

A. % 

B. * 

C. ? 

D. /

The answer is A -- %   The pattern of characters specified with the LIKE clause of a SELECT statement can consist of regular alphanumeric characters and/or special metacharacters that are interpreted as follows: The underscore character (_) is treated as a wild card character that stands for any single alphanumeric character... ...
6. Given the following table: 
TEMP_DATA 

TEMP DATE 
_____________ 
45    12/25/2006 
51    12/26/2006 
67    12/27/2006 
72    12/28/2006 
34    12/29/2006 
42    12/30/2006 
And the following SQL statement: 
TE FUNCTION degf_to_c (temp INTEGER) 
RETURNS INTEGER 
LANGUAGE SQL 
CONTAINS SQL 
NO EXTERNAL ACTION 
DETERMINISTIC 
BEGIN ATOMIC 
DECLARE newtemp INTEGER; 
SET newtemp = temp - 32; 
SET newtemp = newtemp * 5; 
RETURN newtemp / 9; 
END 

Which two of the following SQL statements illustrate the proper way to invoke the scalar function DEGF_TO_C? 

A. VALUES degf_to_c(32) 

B. SELECT date, degf_to_c(temp) AS temp_c FROM temp_data 

C. CALL degf_to_c(32) 

D. SELECT * FROM TABLE( degf_to_c(temp)) AS temp_c

The correct answers are A and B: -- VALUES degf_to_c(32) and SELECT date, degf_to_c(temp) AS temp_c FROM temp_data   How a user-defined function is invoked depends a lot on what it has been designed to do; scalar user-defined functions can be invoked as an expression in the select list of a query while table and row functions must be referenced by the FROM clause. Because the user-defined function used in this example is a scalar function that only returns a single value...

7. Which of the following strings can NOT be inserted into an XML column using XMLPARSE()?   

A. "<employee />" 

B. "<name>John Doe</name>" 

C. "<?xml version='1.0' encoding='UTF-8' ?>" 

D. "<p></p>"

The answer is C -- 
"<?xml version='1.0' encoding='UTF-8' ?>"   The correct answer is C. The XMLPARSE function parses a character string and returns an XML value; the character string expression to be parsed must evaluate to a well-formed XML document that conforms to XML 1.0, as modified by the XML Namespaces recom- mendation. Answers A, B, and D are character strings that are...
8. Which of the following CREATE TABLE statements will NOT be successful?   

A. CREATE TABLE t1 (c1 XML NOT NULL UNIQUE, c2 INT) 

B. CREATE TABLE t1 (c1 XML NOT NULL, c2 CHAR(20)) 

C. CREATE TABLE t1 (c1 XML CHECK (c1 IS VALIDATED), c2 INT) 

D. CREATE TABLE t1 (c1 XML, c2 XML)

The correct answer is A -- 
CREATE TABLE t1 (c1 XML NOT NULL UNIQUE, c2 INT)   The XML data type can be used to store well-formed XML documents in their native format. A table can contain any number of XML columns; however each XML column used has the following restrictions: 

  It cannot be part of any index except an XML index. 

  It cannot be included as a column of a primary key or unique constraint. 

  It cannot be a foreign key of a referential constraint. 

  It cannot have a specified default value or a WITH DEFAULT clause—if the column is nullable, the default value for the column is the null value. 

  It cannot be used in a table with a distribution key. 

  It cannot be used in range-clustered or range-partitioned tables. In addition, XML columns can only be referenced in a check constraint if the check constraint contains the VALIDATED predicate...

10 question part 7


Which of the following isolation levels will lock all rows scanned to build a result data set? 

A. Uncommitted Read 
B. Cursor Stability 
C. Read Stability 
D. Repeatable Read
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Question 2 
Which of the following is a NOT a valid reason for defining a view on a table? 

A. Restrict users' access to a subset of table data 
B. Ensure that rows inserted remain within the scope of a definition 
C. Produce an action as a result of a change to a table 
D. Provide users with an alternate view of table data
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Question 3 
Which of the following is NOT a characteristic of a declared temporary table? 

A. Declared temporary tables are not persistent and can only be used by the application that creates them 
B. It is possible for many applications to create declared temporary tables that have the same name 
C. Declared temporary tables are created by executing a CREATE TABLE statement with the DECLARED GLOBAL TEMPORARY clause specified 
D. Once the application that created a global temporary table is terminated, any records in the table are deleted and the table is automatically destroyed
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Question 4 
After the following SQL statement is executed: 

GRANT ALL PRIVILEGES ON TABLE employee TO USER user1 

Assuming user USER1 has no other authorities or privileges, which of the following actions is user USER1 allowed to perform? 

A. Drop an index on the EMPLOYEE table 
B. Grant all privileges on the EMPLOYEE table to other users 
C. Alter the table definition 
D. Drop the EMPLOYEE table 
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Question 5 
Given the following table definition: 

EMPLOYEES 
¯¯¯¯¯¯¯¯¯¯¯ 

	EMPID
	INTEGER

	NAME
	CHAR(20)

	DEPT
	CHAR(10)

	SALARY
	DECIMAL(10,2)

	COMMISSION
	DECIMAL(8,2)


Assuming the DEPT column contains the values 'ADMIN', 'PRODUCTION', and 'SALES', which of the following statements will produce a result data set in which all ADMIN department employees are grouped together, all PRODUCTION department employees are grouped together, and all SALES department employees are grouped together? 

A. SELECT name, dept FROM employees ORDER BY dept 
B. SELECT name, dept FROM employees GROUP BY dept 
C. SELECT name, dept FROM employees GROUP BY ROLLUP (dept) 
D. SELECT name, dept FROM employees GROUP BY CUBE (dept))
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Question 6 
Which two of the following are optional and do not have to be specified when creating a table? 

A. Table name 
B. Column name 
C. Default constraint 
D. Column data type 
E. NOT NULL constraint
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Question 7 
If the following SQL statement is executed: 

CREATE TABLE sales

    (invoice_no   NOT NULL PRIMARY KEY,

     sales_date   DATE,

     sales_amt    NUMERIC(7,2))

    IN tbsp0, tbsp1, tbsp2, tbsp3

    PARTITION BY RANGE (sales_date NULLS FIRST)

        (STARTING '1/1/2007' ENDING '12/31/2007'

         EVERY 3 MONTHS)

Which of the following statements is true? 

A. Administrative tasks such as backing up, restoring, and reorganizing data stored in the SALES table must be done at the table level; not at the partition level 
B. Data can be quickly rolled in and out of the SALES table by using the ATTACH PARTITION and DETACH PARTITION clauses of the ALTER TABLE statement 
C. If an index is created for the SALES table, its data must be stored in table space TBSP0 
D. When resolving queries against the SALES table, each partition used is scanned asynchronously and the results of each partition scan are merged to produce the result data set returned 
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Question 8 
A user wishing to invoke an SQL stored procedure that queries a table must have which of the following privileges? 

A. CALL privilege on the procedure; SELECT privilege on the table 
B. CALL privilege on the procedure; REFERENCES privilege on the table 
C. EXECUTE privilege on the procedure; SELECT privilege on the table 
D. EXECUTE privilege on the procedure; REFERENCES privilege on the table 
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Question 9 
Which of the following is NOT an attribute of Declared Global Temporary Tables (DGTTs)? 

A. Each application that defines a DGTT has its own instance of the DGTT 
B. Two different applications cannot create DGTTs that have the same name 
C. DGTTs can only be used by the application that creates them, and only for the life of the application 
D. Data stored in a DGTT can exist across transaction boundaries 
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Question 10 
Given the following table definition: 

SALES 
¯¯¯¯¯¯¯¯¯¯¯ 

	SALES_DATE
	DATE

	SALES_PERSON
	CHAR(20)

	REGION
	CHAR(20)

	SALES
	INTEGER


Which of the following SQL statements will remove all rows that had a SALES_DATE in the year 1995? 

A. DELETE * FROM sales WHERE YEAR(sales_date) = 1995 
B. DELETE FROM sales WHERE YEAR(sales_date) = 1995 
C. DROP * FROM sales WHERE YEAR(sales_date) = 1995 
D. DROP FROM sales WHERE YEAR(sales_date) = 1995 
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ANSWER KEY 
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Question 1 

The correct answer is D -- Repeatable Read 

The Repeatable Read isolation level will lock all rows scanned in response to a query. (The Read Stability isolation level will only lock the rows returned in the result data set; the Cursor Stability isolation level will only lock the row in the result data set that the cursor is currently pointing to; and the Uncommitted Read isolation level will not lock any rows during normal read processing.) 
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Question 2 

The correct answer is C -- Produce an action as a result of a change to a table 

A trigger is used to produce an action as a result of a change to a table. Views provide users with alternate ways to see table data. And because a view can reference the data stored in any number of columns found in the base table it refers to, views can be used, together with view privileges, to control what data a user can and cannot see. Furthermore, if a view is created with the WITH [LOCAL | CASCADED] CHECK OPTION specified, it can be used to ensure that all rows added to a table through it conform to its definition. 
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Question 3 

The correct answer is C -- Declared temporary tables are created by executing a CREATE TABLE state-ment with the DECLARED GLOBAL TEMPORARY clause specified 

Unlike base tables, whose descriptions and constraints are stored in the system catalog tables of the database to which they belong, declared temporary tables are not persistent and can only be used by the application that creates them—and only for the life of the application. (Once the application that created the global temporary table is terminated, any records in the table are deleted and the table itself is destroyed.) When the application that creates a declared temporary table terminates, the rows of the table are deleted, and the definition of the table is dropped. (However, data stored in a temporary table can exist across transaction boundaries.) Another significant difference between the two centers around naming conventions: base table names must be unique within a schema, but because each application that defines a declared temporary table has its own instance of that table, it is possible for many applications to create declared temporary tables that have the same name. And where base tables are created with the CREATE TABLE SQL statement, declared temporary tables are created with the DECLARE GLOBAL TEMPORARY TABLE statement. 
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Question 4 

The correct answer is C -- Alter the table definition 

The GRANT ALL PRIVILEGES statement gives USER1 the following privileges for the EMPLOYEE table: ALTER, SELECT, INSERT, UPDATE, DELETE, INDEX, and REFERENCES. To drop an index, USER1 would need CONTROL privilege on the index – not the table the index is based on; USER1 cannot grant privileges to other users because the WITH GRANT OPTION clause was not specified with the GRANT ALL PRIVILEGES statement used to give USER1 table privileges; and in order to drop the EMPLOYEE table, USER1 would have to have CONTROL privilege on the table – CONTROL privilege is not granted with the GRANT ALL PRIVILEGES statement. 
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Question 5 

The correct answer is A -- SELECT name, dept FROM employees ORDER BY dept 

The ORDER BY clause is used to tell the DB2 Database Manager how to sort and order the rows that are to be returned in a result data set produced in response to a query. In this example, all rows containing the value "ADMIN" in the DEPT column would be listed first, followed by all rows containing the value "PRODUCTION", followed by all rows containing the value "SALES". 
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Question 6 

The correct answers are C and E -- Default constraint and NOT NULL constraint 

At a minimum, when a new table is created, a table name, one or more column names, and corresponding column data types must be specified. Primary keys, constraints (NOT NULL, default, check, unique, referential integrity, and informational), and table space information is optional and is not required. 
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Question 7 

The correct answer is B -- Data can be quickly rolled in and out of the SALES table by using the ATTACH PARTITION and DETACH PARTITION clauses of the ALTER TABLE statement 

The SALES table in the example is partitioned such that each quarter's data is stored in a different data partition, and each partition resides in a different table space. Advantages of using table partitioning include: 

Easy roll-in and roll-out of data. Rolling in partitioned table data allows a new range to be easily incorporated into a partitioned table as an additional data partition. Rolling out partitioned table data allows you to easily separate ranges of data from a partitioned table for subsequent purging or archiving. Data can be quickly rolled in and out by using the ATTACH PARTITION and DETACH PARTITION clauses of the ALTER TABLE statement. 

Easier administration of large tables. Table level administration becomes more flexible because administrative tasks can be performed on individual data partitions. Such tasks include: detaching and reattaching of a data partition, backing up and restoring individual data partitions, and reorganizing individual indexes. In addition, time consuming maintenance operations can be shortened by breaking them down into a series of smaller operations. For example, backup operations can be performed at the data partition level when the each data partition is placed in separate table space. Thus, it is possible to backup one data partition of a partitioned table at a time. 

Flexible index placement. With table partitioning, indexes can be placed in dif-ferent table spaces allowing for more granular control of index placement. 

Better query processing. When resolving queries, one or more data partitions may be automatically eliminated, based on the query predicates used. This functionality, known as Data Partition Elimination, improves the performance of many decision support queries because less data has to be analyzed before a result data set can be returned.
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Question 8 

The correct answer is C -- EXECUTE privilege on the procedure; SELECT privilege on the table 

The EXECUTE privilege, when granted, allows a user to invoke a routine (a routine can be a user-defined function, a stored procedure, or a method that can be invoked by several different users), create a function that is sourced from the routine (provided the routine is a function), and reference the routine in a Data Definition Language SQL statement (for example, CREATE VIEW and CREATE TRIGGER) statement. When the EXECUTE privilege is granted for a routine, any privileges needed by the routine must also be granted – in this case, the SELECT privilege is needed for the table the procedure will query. 
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Question 9 

The correct answer is B -- Two different applications cannot create DGTTs that have the same name 

Unlike base tables, whose descriptions and constraints are stored in the system catalog tables of the database to which they belong, declared temporary tables are not persistent and can only be used by the application that creates them—and only for the life of the application. When the application that creates a declared temporary table terminates, the rows of the table are deleted, and the description of the table is dropped. (However, data stored in a temporary table can exist across transaction boundaries.) Another significant difference focuses on naming conventions: base table names must be unique within a schema, but because each application that defines a declared temporary table has its own instance of that table, it is possible for many applications to create declared temporary tables that have the same name. 
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Question 10 

The correct answer is B -- DELETE FROM sales WHERE YEAR(sales_date) = 1995 

The DELETE statement is used to remove specific records from a table (the DROP statement completely destroys the table object), and the correct syntax for the DELETE statement is DELETE FROM [TableName] … 

10 Questions part 6
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Question 1 
Which of the following tools can be used to automate table reorganization operations? 

A. Control Center 
B. Command Center 
C. Command Line Processor 
D. Task Center
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Question 2 
Which of the following can NOT be used to restrict specific values from being inserted into a column in a particular table? 

A. Index 
B. Check Constraint 
C. Refential Constraint 
D. Default Constraint
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Question 3 
A transaction using the Read Stability isolation level scans the same table multiple times before it terminates. Which of the following can occur within this transaction's processing? 

A. Uncommitted changes made by other transactions can be seen from one scan to the next. 
B. Rows removed by other transactions that appeared in one scan will no longer appear in subsequent scans. 
C. Rows added by other transactions that did not appear in one scan can be seen in subsequent scans. 
D. Rows that have been updated can be changed by other transactions from one scan to the next.
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Question 4 
Which of the following will provide user USER1 and all members of the group GROUP1 with the ability to perform DML, but no other operations on table TABLE1? 

A. GRANT INSERT, UPDATE, DELETE, SELECT ON TABLE table1 TO user1 AND group1 
B. GRANT INSERT, UPDATE, DELETE, SELECT ON TABLE table1 TO USER user1, GROUP group1 
C. GRANT ALL PRIVILEGES EXCEPT ALTER, INDEX, REFERENCES ON TABLE table1 TO USER user1, GROUP group1 
D. GRANT CONTROL ON TABLE table1 TO user1 AND group1 
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Question 5 
Given the following table definitions: 

TABLE1 
¯¯¯¯¯¯¯¯¯¯¯ 

	ID
	INT

	NAME
	CHAR(30)

	PERSON
	INT

	CITIES
	INT


TABLE2 
¯¯¯¯¯¯¯¯¯¯¯ 

	ID
	INT

	LASTNAME
	CHAR(30)


Which of the following statements will remove all rows in table TABLE1 that have matching PERSONs in table TABLE2? 

A. DELETE FROM table1 WHERE id IN (SELECT id FROM table2) 
B. DELETE FROM table1 WHERE id IN (SELECT person FROM table2) 
C. DELETE FROM table1 WHERE person IN (SELECT id FROM table2) 
D. DELETE FROM table1 WHERE person IN (SELECT person FROM table2)
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Question 6 
If the following SQL statements are executed: 

CREATE TABLE tab1 (id SMALLINT NOT NULL PRIMARY KEY,

                   name  VARCHAR(25));

CREATE TABLE tab2 (empid   SMALLINT,

                   weekno  SMALLINT,

                   payamt  DECIMAL(6,2),

    CONSTRAINT const1 FOREIGN KEY (empid) 

        REFERENCES taba(id) ON UPDATE NO ACTION);

Which of the following statements is true? 

A. Only values that exist in the ID column of table TAB1 are allowed to be in-serted in the EMPID column of table TAB2 
B. The updating of values in the ID column of table TAB1 is not allowed 
C. Only values that do not already exist in the ID column of table TAB1 are al-lowed to be inserted in the EMPID column of table TAB2 
D. When values that exist in the ID column of table TAB1 are updated, corre-sponding values in the EMPID column of table TAB2 are updated as well
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Question 7 
Application A holds an Exclusive lock on table TAB1 and needs to acquire an Exclusive lock on table TAB2. Application B holds an Exclusive lock on table TAB2 and needs to acquire an Exclusive lock on table TAB1. If lock timeout is set to -1 and both applications are using the Read Stability isolation level, which of the following will occur? 

A. Applications A and B will cause a deadlock situation 
B. Application B will read the copy of table TAB1 that was loaded into memory when Application A first read it 
C. Application B will read the data in table TAB1 and see uncommitted changes made by Application A 
D. Application B will be placed in a lock-wait state until Application A releases its lock 
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Question 8 
A declared temporary table is used for which of the following purposes? 

A. Backup purposes 
B. Storing intermediate results 
C. Staging area for load operations 
D. Sharing result data sets between applications 
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Question 9 
Given the following data: 

TAB1

C1  C2

--- ----

200 abc

250 abc

150 def

300 ghi

175 def

If the following query is executed: 

WITH subset (col1, col2) AS

    (SELECT c1, c2 FROM tab1 WHERE c1 > 150)

SELECT col2, SUM(col1) AS col1_sum 

  FROM subset 

  GROUP BY col2

  ORDER BY col2

Which of the following result data sets will be produced? 

A.
	COL2
	COL1_SUM

	--------
	--------

	abc
	200

	abc
	250

	def
	175

	ghi
	300



4 record(s) selected 

B.
	COL2
	COL1_SUM

	--------
	--------

	abc
	450

	def
	175

	ghi
	300



3 record(s) selected 

C.
	COL2
	COL1_SUM

	--------
	--------

	abc
	450

	def
	375

	ghi
	300



3 record(s) selected 

D.
	COL2
	COL1_SUM

	--------
	--------

	abc
	450

	abc
	450

	def
	175

	def
	175

	ghi
	300



5 record(s) selected 
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Question 10 
Given the following CREATE TABLE statement: 

CREATE TABLE table2 LIKE table1 

Which two of the following will NOT occur when the statement is executed? 

A. TABLE2 will have the same column names and column data types as TABLE1 
B. TABLE2 will have the same column defaults as TABLE1 
C. TABLE2 will have the same nullability characteristics as TABLE1 
D. TABLE2 will have the same indexes as TABLE1 
E. TABLE2 will have the same referential constraints as TABLE
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ANSWER KEY 

Question 1 

The correct answer is D -- Task Center 

The Task Center allows users to schedule tasks, run tasks, and send notifications about completed tasks to other users. Users can create a task within the Task Center, generate a task by saving the results from a DB2 dialog or wizard, create a script within another tool and save it to the Task Center, or import an existing script. Thus, it is possible to create a script that calls the REORG command and have the Task Center to execute that script on a routine basis. 

Question 2 

The correct answer is D -- Default Constraint 

A unique index, a check constraint, and a referential constraint place restrictions on what can and cannot be stored in the column(s) they are associated with. A default constraint, however, is used to provide a default value for a particular column if no data is provided for that column when data is inserted into a table; if a value is provided for the column, the default value is ignored. 

Question 3 

The correct answer is C -- Rows added by other transactions that did not appear in one scan can be seen in subsequent scans. 

When the Read Stability isolation level is used by a transaction that executes a query, locks are acquired on all rows returned to the result data set produced, and other transactions cannot modify or delete the locked rows; however, they can add new rows to the table that meet the query's search criteria. If that happens, and the query is run again, these new rows will appear in the new result data set produced. 

Question 4 

The correct answer is B -- GRANT INSERT, UPDATE, DELETE, SELECT ON TABLE table1 TO USER user1, GROUP group1 

The syntax used to grant table privileges is: 

GRANT [ALL  |

       Privilege <( ColumnName, ... )> , ...] 

ON TABLE [TableName] 

TO [Recipient, ...] 

where: 

	Privilege
	Identifies one or more table privileges that are to be given to one or more users and/or groups. The following values are valid for this parameter: CONTROL, ALTER, SELECT, INSERT, UPDATE, DELETE, INDEX, and REFERENCES. (CONTROL privilege is not recognized by DB2 for iSeries and DB2 for zSeries.)

	ColumnName
	Identifies by name one or more specific columns that UPDATE or REFERENCES privileges are to be associated with. This option is only used when Privilege contains the value UPDATE or REFERENCES

	TableName
	Identifies by name the table that all table privileges specified are to be associated with.

	Recipient
	Identifies the name of the user(s) and/or group(s) that are to receive the table privileges specified. The value specified for the Recipient parameter can be any combination of the following: <USER> [UserName], <GROUP> [GroupName], and PUBLIC. CONTROL privilege allows a user to remove (drop) a table from a database and gives the user the ability to grant and revoke one or more table privileges (except the CONTROL privilege) to/from other users and groups; granting ALL PRIVILEGES gives a user the right to perform other operations besides DML operations.


Question 5 

The correct answer is C -- DELETE FROM table1 WHERE person IN (SELECT id FROM table2) 

Since we are looking for values in the PERSON column of TABLE1 that have a matching value in the ID column of TABLE2, the statement shown in Answer C is the only statement that is correct. (The SQL statements shown in Answers B and D are incorrect because there is no PERSON column in TABLE2; the statement shown in Answer A is incorrect because it is looking for values that match those in the ID column in TABLE1, not the PERSON column. 

Question 6 

The correct answer is A -- Only values that exist in the ID column of table TAB1 are allowed to be in-serted in the EMPID column of table TAB2 

The Insert Rule for a referential constraint guarantees that a value can never be inserted into the foreign key of a child table unless a matching value can be found in the corresponding parent key of the associated parent table. Any attempt to insert records into a child table that violates this rule will result in an error, and the insert operation will fail. The Insert Rule for a referential constraint is implicitly created when the referential constraint itself is created. In this example, the EMPID column of table TAB2 is a foreign key (in a child table) that references the ID column (the parent key) of table TAB1 (the parent table). Therefore, because of the Insert Rule, values cannot be added to the EMPID column of table TAB2 that do not already exist in the ID column of table TAB1. 

Question 7 

The correct answer is A -- Applications A and B will cause a deadlock situation If Application B did not already have an Exclusive lock on table TAB2, Application B would be placed in a lock-wait state until Application A released its locks. However, because Application B holds an Exclusive lock on table TAB2, when Application A tries to acquire an Exclusive lock on table TAB2 and Application B tries to acquire an Exclusive lock on table TAB1, a deadlock will occur – processing by both transactions will be suspended until their second lock request is granted. Because neither lock request can be granted until one of the owning transactions releases the lock it currently holds (by performing a commit or rollback operation), and because neither transaction can perform a commit or rollback operation because they both have been suspended (and are waiting on locks), a deadlock has occurred. 

Question 8 

The correct answer is B -- Storing intermediate results 

Declared temporary tables are used to hold temporary data on behalf of a single application and are automatically destroyed when the application that declared them disconnects from the database. Declared temporary tables are not used for backup purposes, to sage data for load operations, or to share result data sets between applications. 

Question 9 

The correct answer is B -- 

Common table expressions are mechanisms that are used to construct local temporary tables that reside in memory and only exist for the life of the SQL statement that defines them. The syntax used to construct a common table expression is: 

 WITH [TableName] <( [ColumnName] ,...] )>

 AS ( [SELECTStatement] )

where: 

	TableName
	Specifies the name that is to be assigned to the temporary table to be created.

	ColumnName
	Specifies the name(s) to be assigned to one or more columns that are to be included in the temporary table to be created. Each column name specified must be unique and unqualified; if no column names are specified, the names derived from the result data set produced by the SELECT Statement specified will be used. If a list of column names is specified, the number of column names provided must match the number of columns that will be returned by the SELECT statement used to create the temporary table. If a common table expression is recursive, or if the result data set produced by the SELECT statement specified contains duplicate column names, column names must be specified.

	SELECTStatement
	Identifies a SELECT SQL statement that, when executed, will produce the data values to be added to the column(s) in the temporary table to be created.


So in this example, all of the data stored in table TAB1, with the exception of the re-cord "150 - def" is copied to a common table named SUBSET, and then a query is ran against this common table. 

Question 10 

The correct answers are D and E -- TABLE2 will have the same indexes as TABLE1 and TABLE2 will have the same referential constraints as TABLE1 

When the CREATE TABLE … LIKE … statement is executed, each column of the table that is created will have exactly the same name, data type and nullability characteristic as the columns of the source table used to create the new table. Furthermore, if the EXCLUDING COLUMN DEFAULTS option is not specified (which is the case in this example), all column defaults will be copied as well. However, the new table will not contain any unique constraints, foreign key constraints, triggers, or indexes that exist in the original. 

10 Questions part 5
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Question 1 
If the following SQL statements are executed: 

CREATE TABLE make (makeid SMALLINT NOT NULL PRIMARY KEY,

                   make   VARCHAR(25));

CREATE TABLE model (modelid  SMALLINT,

                    model    VARCHAR(25),

                    makeid   SMALLINT,

    CONSTRAINT const1 FOREIGN KEY (makeid) 

        REFERENCES make(makeid) ON DELETE RESTRICT);

And each table created is populated as follows: 

MAKE 

	MAKEID
	MAKE

	¯¯¯¯¯
	¯¯¯¯¯

	1
	Ford

	2
	Chevrolet

	3
	Toyota


MODEL 

	MODELID
	MODEL
	MAKEID

	¯¯¯¯¯
	¯¯¯¯¯
	¯¯¯¯¯

	1
	Mustang
	1

	2
	Escort
	1

	3
	Malibu
	2

	4
	Camry
	3


If the following SQL statement is executed: 

DELETE FROM make WHERE makeid = 1 

What is the total number of rows that will be deleted? 

A. 0 
B. 1 
C. 2 
D. 3
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Question 2 
Given the following two tables: 

    &nbspNAMES 
     ¯¯¯¯¯¯¯ 

	NAME
	NUMBER

	¯¯¯¯¯¯¯¯¯¯¯¯¯¯
	¯¯¯¯¯¯¯¯¯¯¯¯¯¯

	Wayne Gretzky
	99

	Jaromir Jagr
	68

	Bobby Orr
	4

	Bobby Hull
	23

	Mario Lemieux
	66


    &nbspNAMES 
     ¯¯¯¯¯¯¯ 

	NAME
	NUMBER

	¯¯¯¯¯¯¯¯¯¯¯¯¯¯
	¯¯¯¯¯¯¯¯¯¯¯¯¯¯

	Wayne Gretzky
	244

	Bobby Orr
	129

	Bobby Hull
	121

	Mario Lemieux
	189

	Joe Sakic
	94


How many rows would be returned using the following statement? 

SELECT name FROM names, points 

A. 0 
B. 5 
C. 10 
D. 25
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Question 3 
Given the following table: 

         CURRENT_EMPLOYEES 
          ¯¯¯¯¯¯¯¯¯¯¯¯¯¯ 

	EMPID
	INTEGER NOT NULL

	NAME
	CHAR(20)

	SALARY
	DECIMAL(10,2)


         PAST_EMPLOYEES 
          ¯¯¯¯¯¯¯¯¯¯¯¯¯¯ 

	EMPID
	INTEGER NOT NULL

	NAME
	CHAR(20)

	SALARY
	DECIMAL(10,2)


Assuming both tables contain data, which of the following statements will NOT successfully add data to table CURRENT_EMPLOYEES? 

A. INSERT INTO current_employees (empid) VALUES (10) 
B. INSERT INTO current_employees VALUES (10, 'JAGGER', 85000.00) 
C. INSERT INTO current_employees SELECT empid, name, salary FROM past_employees WHERE empid = 20 
D. INSERT INTO current_employees (name, salary) VALUES (SELECT name, salary FROM past_employees WHERE empid = 20)
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Question 4 
Given the following table definition: 

      EMPLOYEES 
      ¯¯¯¯¯¯¯¯¯¯ 

	EMPID
	INTEGER

	NAME
	CHAR(20)

	SALARY
	DECIMAL(10,2)


If the following SQL statement is executed: 

CREATE UNIQUE INDEX empid_ui ON employees (empid) 

Which two of the following statements are true? 

A. Multiple null values are allowed in the EMPID column of the EMPLOYEES table. 
B. No null values are allowed in the EMPID column of the EMPLOYEES table. 
C. One (and only one) null value is allowed in the EMPID column of the EMPLOYEES table. 
D. No other unique indexes can be created on the EMPLOYEES table. 
E. Every value found in the EMPID column of the EMPLOYEES table will be different. 
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Question 5 
Application A is running under the Repeatable Read isolation level and holds an Update lock on table TAB1. Application B wants to query table TAB1 and cannot wait for Application A to release its lock. Which isolation level should Application B run under to achieve this objective? 

A. Repeatable Read 
B. Read Stability 
C. Cursor Stability 
D. Uncommitted Read
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Question 6 
User USER1 is the owner of TABLE1. Assuming user USER1 only holds privileges for TABLE1, which of the following is the best way to remove all privileges user USER1 holds? 

A. REVOKE CONTROL ON table1 FROM user1 
B. REVOKE ALL PRIVILEGES ON table1 FROM user1 
C. REVOKE CONTROL ON table1 FROM user1; REVOKE ALL PRIVILEGES ON table1 FROM user1; 
D. REVOKE CONTROL, ALL PRIVILEGES ON table1 FROM user1
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Question 7 
Given the following table definitions: 

EMPLOYEES 
¯¯¯¯¯¯¯¯¯¯¯ 

	EMPID
	INTEGER

	NAME
	CHAR(20)

	DEPTID
	CHAR(3)

	SALARY
	DECIMAL(10,2)

	COMMISSION
	DECIMAL(8,2)


DEPARTMENTS 
¯¯¯¯¯¯¯¯¯¯¯ 

	DEPTNO
	INTEGER

	DEPTNAME
	CHAR(20)


Which of the following statements will produce a result data set that satisfies all of these conditions: 

Displays the total number of employees in each department 
Displays the corresponding department name for each department ID 
Sorted by department employee count, from greatest to least 

A. SELECT *, COUNT(empno) FROM departments, employees 
WHERE deptid = deptno GROUP BY deptname ORDER BY 2 DESC 
B. SELECT deptname, COUNT(empno) FROM departments, employees 
WHERE deptid = deptno GROUP BY deptname ORDER BY 2 DESC 
C. SELECT deptname, COUNT(empno) FROM departments, employees 
WHERE deptid = deptno GROUP BY deptname ORDER BY 2 ASC 
D. SELECT deptname, COUNT(*) FROM departments, employees 
WHERE deptid = deptno GROUP BY deptname ORDER BY 2 
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Question 8 
If table TAB1 is created using the following statement: 

CREATE TABLE tab1 (col1  INTEGER NOT NULL,

                         col2  CHAR(5),

 CONSTRAINT cst1 CHECK (col1 in (1, 2, 3)))

Which of the following statements will successfully insert a record into table TAB1? 

A. INSERT INTO tab1 VALUES (0, 'abc') 
B. INSERT INTO tab1 VALUES (NULL, 'abc') 
C. INSERT INTO tab1 VALUES (ABS(2), 'abc') 
D. INSERT INTO tab1 VALUES (DEFAULT, 'abc') 
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Question 9 
What does the following statement do? 

GRANT REFERENCES (col1, col2) ON TABLE table1 TO user1 WITH GRANT OPTION 

A. Gives user USER1 the ability to refer to COL1 and COL2 of table TABLE1 in queries, along with the ability to give this authority to other users and groups. 
B. Gives user USER1 the ability to refer to COL1 and COL2 of table TABLE1 in views, along with the ability to give this authority to other users and groups. 
C. Gives user USER1 the ability to define a referential constraint on table TABLE1 using columns COL1 and COL2 as the parent key of the constraint. 
D. Gives user USER1 the ability to define a referential constraint on table TABLE1 using columns COL1 and COL2 as the foreign key of the constraint. 
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Question 10 
Given the following two tables: 

NAMES 

	NAME
	NUMBER

	¯¯¯¯¯¯
	¯¯¯¯¯¯

	Wayne Gretzky
	99

	Jaromir Jagr
	68

	Bobby Orr
	4

	Bobby Hull
	23

	Brett Hull
	16

	Mario Lemieux 
	66

	Mark Messier
	11


POINTS 

	NAME
	POINTS

	¯¯¯¯¯¯
	¯¯¯¯¯¯

	Wayne Gretzky
	244

	Jaromir Jagr
	168

	Bobby Orr
	129

	Brett Hull
	121

	Mario Lemieux 
	189

	Joe Sakic
	94


Which of the following statements will display the player name, number, and points for all players that have scored points? 

A. SELECT p.name, n.number, p.points FROM names n INNER JOIN points p ON n.name = p.name
B. SELECT p.name, n.number, p.points FROM names n LEFT OUTER JOIN points p ON n.name = p.name 
C. SELECT p.name, n.number, p.points FROM names n RIGHT OUTER JOIN points p ON n.name = p.name 
D. SELECT p.name, n.number, p.points FROM names n FULL OUTER JOIN points p ON n.name = p.name
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ANSWER KEY 

Question 1 

The correct answer is A -- 0 

The ON DELETE RESTRICT ensures that whenever a delete operation is performed on the parent table of a referential constraint, the value for the foreign key of each row in the child table will have the same matching value in the parent key of the parent table that it had before the delete operation was performed. Therefore, in this example no row will be deleted from the MAKE because two rows exists in the MODEL table that references the row the DELETE statement is trying to remove. 

Had the ON DELETE CASCADE definition been used instead, the delete operation would have succeeded and the tables would have looked like this: 

MAKE 

	MAKEID
	MAKE

	¯¯¯¯¯
	¯¯¯¯¯

	2
	Chevrolet

	3
	Toyota


MODEL 

	MODELID
	MODEL
	MAKEID

	¯¯¯¯¯
	¯¯¯¯¯
	¯¯¯¯¯

	3
	Malibu
	2

	4
	Camry
	3


On the other hand, if the ON DELETE SET NULL definition had been used, the delete operation would have succeeded and the tables would have looked like this: 

MAKE 

	MAKEID
	MAKE

	¯¯¯¯¯
	¯¯¯¯¯

	2
	Chevrolet

	3
	Toyota


MODEL 

	MODELID
	MODEL
	MAKEID

	¯¯¯¯¯
	¯¯¯¯¯
	¯¯¯¯¯

	1
	Mustang
	-

	2
	Escort
	-

	3
	Malibu
	2

	4
	Camry
	3


Question 2 

The correct answer is D -- 25 

When a SELECT statement such as the one shown is executed, the result data set produced will contain all possible combinations of the rows found in each table specified (otherwise known as the Cartesian product). Every row in the result data set produced is a row from the first table referenced concatenated with a row from the second table referenced, concatenated in turn with a row from the third table referenced, and so on. The total number of rows found in the result data set produced is the product of the number of rows in all the individual table-references; in this case, 5 x 5 = 25. 

Question 3 

The correct answer is D -- INSERT INTO current_employees (name, salary) VALUES (SELECT name, salary FROM past_employees WHERE empid = 20) 

Because the EMPID column was defined in such a way that it does not allow null values, a non-null value must be provided for this column anytime data is inserted into either table. The INSERT statement shown in Answer D does not provide a value for the EMPID column of the CURRENT_EMPLOYEES table, so the statement will fail. 

Question 4 

The correct answers are C and E 

When a unique index is created for a column, every value found in that column must be unique, and one of the column's unique values can be the null value. 

Question 5 

The correct answer is D -- Uncommitted Read 

Typically, locks are not acquired during processing when the Uncommitted Read isolation level is used. Therefore, if Application B runs under this isolation level, it will be able to retrieve data from table TAB1 immediately – lock compatibility is not an issue that will cause Application B to wait for a lock. 

Question 6 

The correct answer is C -- REVOKE CONTROL ON table1 FROM user1; REVOKE ALL PRIVILEGES ON table1 FROM user1; 

The owner of a table automatically receives CONTROL privilege, along with all other table privileges available for that table. If the CONTROL privilege is later revoked from the table owner, all other privileges that were automatically granted to the owner when the table was created are not automatically revoked. Instead, they must be explicitly revoked in one or more separate operations. Therefore, both REVOKE statements shown in answer C must be executed in order to completely remove all privileges user USER1 holds on table TABLE1. If an attempt is made to try to combine both operations in a single statement as shown in answer D, an error will be generated. 

Question 7 

The correct answer is B -- SELECT deptname, COUNT(empno) FROM departments, employees 
WHERE deptid = deptno GROUP BY deptname ORDER BY 2 DESC 

COUNT(empno) together with GROUP BY deptname displays the total number of employees in each department; SELECT deptname displays the corresponding department name for each department ID, and ORDER BY 2 DESC sorts the data by employee count (which is column 2) from greatest to least. 

Question 8 

The correct answer is C -- INSERT INTO tab1 VALUES (ABS(2), 'abc') 

A check constraint is used to ensure that a particular column in a base table is never assigned an unacceptable value—once a check constraint has been defined for a column, any operation that attempts to place a value in that column that does not meet specific criteria will fail. Check constraints are comprised of one or more predicates that collectively are known as the check condition. This check condition is compared with the data value provided and the result of this comparison is returned as the value "TRUE", "FALSE", or "Unknown". If the check constraint returns the value "TRUE", the value is acceptable, so it is added to the database. If, on the other hand, the check constraint returns the value "FALSE" or "Unknown", the operation attempting to place the value in the database fails, and all changes made by that operation are backed out. 

In this example, the check constraint CST1 defined for tableTAB1 only allows the values 1, 2, or 3 to be entered into column COL1. The INSERT statement shown in Answer C is the only INSERT statement that has a valid value specified for column COL1. 

Question 9 

The correct answer is C -- Gives user USER1 the ability to define a referential constraint on table TABLE1 using columns COL1 and COL2 as the parent key of the constraint. 

The REFERENCES table privilege allows a user to create and drop foreign key constraints that reference a table in a parent relationship. This privilege can be granted for the entire table or limited to one or more columns within the table, in which case only those columns can participate as a parent key in a referential constraint. (This particular GRANT statement also gives USER1 the ability the ability to give the REFERENCES privilege for columns COL1 and COL2 to other users and groups.) 

Question 10 

The correct answer is C -- SELECT p.name, n.number, p.points FROM names n RIGHT OUTER JOIN points p ON n.name = p.name 

When a right outer join operation is performed, rows that would have been returned by an inner join operation, together with all rows stored in the rightmost table of the join operation (i.e., the table listed last in the OUTER JOIN clause) that would have been eliminated by the inner join operation are returned in the result data set produced. In this case, we want to see all records found in the POINTS table, along with any corresponding records found in the NAMES table, so a right outer join is the appropriate join operation to use. 

10 Questions part 4
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Question 1 
Which of the following deletion rules on CREATE TABLE will allow parent table rows to be deleted if a dependent row exists? 

A. ON DELETE RESTRICT 
B. ON DELETE NO ACTION 
C. ON DELETE SET NO VALUE 
D. ON DELETE CASCADE
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Question 2 
To which of the following resources can a lock NOT be applied? 

A. Table spaces 
B. Buffer pools 
C. Tables 
D. Rows
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Question 3 
Given the following SQL statements: 

CREATE TABLE tab1 (col1 INTEGER) 
INSERT INTO tab1 VALUES (NULL) 
INSERT INTO tab1 VALUES (1) 

CREATE TABLE tab2 (col2 INTEGER) 
INSERT INTO tab2 VALUES (NULL) 
INSERT INTO tab2 VALUES (1) 
INSERT INTO tab2 VALUES (2) 

What will be the result when the following statement is executed? 

SELECT * FROM tab1 WHERE col1 IN (SELECT col2 FROM tab2) 

A. COL1 
   –––––– 
   1 
   1 record(s) selected 
B. COL1 
   –––––– 
   NULL 
   1 
   2 record(s) selected 
C. COL1 
   –––––– 
   - 
   1 
   1 record(s) selected 
D. COL1 
   –––––– 
   - 
   1 record(s) selected
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Question 4 
Given the statement: 

CREATE TABLE tablea    ( col1   INTEGER NOT NULL, 
     CONSTRAINT const1 CHECK (col1 in (100, 200, 300)) 

Which of the following can be inserted into TABLEA? 

A. 0 
B. NULL 
C. 100 
D. '100'
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Question 5 
Given the following two tables: 

TAB1 

COL_1     COL_2 
–––––   ––––– 
    A           10 
    B           12 
    C           14 

TAB2 

COL _A     COL_B 
–––––   ––––– 
    A           21 
    C           23 
    D           25 

Assuming the following results are desired: 

COL _1     COL_2     COL_A     COL_B 
––––––     ––––––     –––––     ––––– 
    A                10               A            21 
    B                24               -            21 
    C                14               C           21 
    -                  -                 D           25 

Which of the following joins will produce the desired results? 

A. SELECT * FROM tab1 INNER JOIN tab2 ON col_1 = col_a 
B. SELECT * FROM tab1 LEFT OUTER JOIN tab2 ON col_1 = col_a 
C. SELECT * FROM tab1 RIGHT OUTER JOIN tab2 ON col_1 = col_a 
D. SELECT * FROM tab1 FULL OUTER JOIN tab2 ON col_1 = col_a
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Question 6 
Application A holds a lock on a row in table TAB1. If lock timeout is set to 20, what will happen when Application B attempts to acquire a compatible lock on the same row? 

A. Application B will acquire the lock it needs 
B. Application A will be rolled back if it still holds its lock after 20 seconds have elapsed 
C. Application B will be rolled back if Application A still holds its lock after 20 seconds have elapsed 
D. Both applications will be rolled back if Application A still holds its lock after 20 seconds have elapsed
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Question 7 
A view named V.VIEW1 is based on a table named T.TABLE1. A user with DBADM authority issues the following statement: 

GRANT INSERT ON v.view1 TO user1 WITH GRANT OPTION 

Which of the following statements is USER1 authorized to execute? 

A. GRANT INSERT ON t.table1 TO user2 
B. GRANT CONTROL ON v.view1 TO user2 
C. GRANT ALL PRIVILEGES ON v.view1 TO user2 
D. GRANT INSERT ON v.view1 TO user2 
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Question 8 
Given the following CREATE TABLE statement 

CREATE TABLE EMPLOYEE 
       (EMPNO          CHAR(3) NOT NULL, 
       FIRSTNAME   CHAR(20) NOT NULL, 
       MIDINIT           CHAR(1), 
       LASTNAME    CHAR(20) NOT NULL, 
       SALARY          DECIMAL(10, 2)) 

Which of the following will retrieve the rows that have a missing value in the MIDINIT column? 

A. SELECT * FROM employee WHERE midinit = ' ' 
B. SELECT * FROM employee WHERE midinit = NULL 
C. SELECT * FROM employee WHERE midinit = " " 
D. SELECT * FROM employee WHERE midinit IS NULL 
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Question 9 
Given the following table: 

STOCK 
–––––––––––––––––––– 
CATEGORY          CHAR(1) 
PARTNO               CHAR(12) 
DESCRIPTION     VARCHAR(40) 
QUANTITY             INTEGER 
PRICE                    DEC(7,2) 

If items are indicated to be out of stock by setting DESCRIPTION to NULL and QUANTITY and PRICE to zero, which of the following statements updates the STOCK table to indicate that all items except those with CATEGORY of 'S' are temporarily out of stock? 

A. UPDATE stock SET description = 'NULL', quantity = 0, price = 0 WHERE category <> 'S' 

B. UPDATE stock SET description = NULL, SET quantity = 0, SET price = 0 WHERE category <> 'S' 

C. UPDATE stock SET (description, quantity, price) = ('null', 0, 0) WHERE category <> 'S' 

D. UPDATE stock SET (description, quantity, price) = (NULL, 0, 0) WHERE category <> 'S' 
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Question 10 
Which of the following DB2 UDB isolation levels will only lock rows during read process-ing if another transaction tries to drop the table the rows are being read from? 

A. Repeatable Read 
B. Read Stability 
C. Cursor Stability 
D. Uncommitted Read
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ANSWER KEY 

Question 1 

The correct answer is D -- ON DELETE CASCADE 

The ON DELETE RESTRICT delete rule and the ON DELETE NO ACTION delete rule prevent the deletion of parent rows in a parent table if dependent rows that reference the primary row being deleted exist in the corresponding child table, and the ON DELETE SET NO VALUE delete rule is an invalid rule. On the other hand, the ON DELETE CASCADE delete rule will allow rows in the parent table to be deleted; if dependent rows that reference the primary row being deleted exist in the corresponding child table, they will be deleted as well. 

Question 2 

The correct answer is B -- Buffer pools 

Locks can only be acquired for table spaces, tables, and rows. 

Question 3 

The correct answer is A 

The IN predicate is used to define a comparison relationship in which a value is checked to see whether or not it matches a value in a finite set of values. This finite set of values can consist of one or more literal values coded directly in the SELECT statement, or it can be composed of the non-null values found in the result data set generated by a subquery. So in this example, the non-null values that appear in the result data set produced by the subquery are the values 1 and 2, and the only row in TAB1 that has a matching value in COL1 is the row with the value 1 in it. 

Question 4 

The correct answer is C -- 100 

The check constraint (CONST1) for TABLEA will only allow the values 1, 2, or 3 to be entered into column COL1. The NOT NULL constraint prohibits null values, the value 0 is not a valid value, and the value '1' is a character value (the column COL1 was defined using a numeric data type). 

Question 5 

The correct answer is D -- SELECT * FROM tab1 FULL OUTER JOIN tab2 ON col_1 = col_a 

When a full outer join operation is performed, rows that would have been returned by an inner join operation, together with and all rows stored in both tables of the join operation that would have been eliminated by the inner join operation are returned in the result data set produced. An inner join can be thought of as the cross product of two tables, in which every row in one table that has a corresponding row in another table is combined with that row to produce a new record. When a left outer join operation is performed, rows that would have been returned by an inner join operation, together with all rows stored in the leftmost table of the join operation (i.e., the table listed first in the OUTER JOIN clause) that would have been eliminated by the inner join operation, are returned in the result data set produced. When a right outer join operation is performed, rows that would have been returned by an inner join operation, together with all rows stored in the rightmost table of the join operation (i.e., the table listed last in the OUTER JOIN clause) that would have been eliminated by the inner join operation, are returned in the result data set produced. 

Question 6 

The correct answer is A -- Application B will acquire the lock it needs 

Anytime one transaction holds a lock on a data resource and another transaction attempts to acquire a lock on the same resource, the DB2 Database Manager will examine each lock's state and determine whether they are compatible. If the state of a lock placed on a data resource by one transaction is such that another lock can be placed on the same resource by another transaction before the first lock acquired is released, the locks are said to be compatible and the second lock will be acquired. However, if the locks are not compatible, the transaction requesting the incompatible lock must wait until the transaction holding the first lock is terminated before it can acquire the lock it needs. If the requested lock is not acquired before the time interval specified in the locktimeout configuration parameter has elapsed, the waiting transaction receives an error message and is rolled back. 

Question 7 

The correct answer is D -- GRANT INSERT ON v.view1 TO user2 

The first GRANT statement (Answer A), when executed, would attempt to give user USER2 INSERT privilege on table T.TABLE1—since user USER1 does not have the authority needed to grant this privilege, this statement would fail; the second GRANT statement (Answer B) is not valid because only users with System Administrator (SYSADM) authority or Database Administrator (DBADM) authority are allowed to explicitly grant CONTROL privilege on any object—again, user USER1 does not have the authority needed to grant this privilege; and the third GRANT statement (Answer C), when executed, would attempt to give user USER2 every view privilege available (except the CONTROL privilege) on view V.VIEW1—since user USER1 does not have the authority needed to grant these privileges, this statement would also fail. 

Question 8 

The correct answer is D -- SELECT * FROM employee WHERE midinit IS NULL 

The proper way to test for a missing value (or null) is by using the NULL predicate with a WHERE clause, and answer D shows the correct way to construct such a WHERE clause. Keep in mind that NULL, zero (0), and blank (" ") are not the same value. NULL is a special marker used to represent missing information, while zero and blank (empty string) are actual values that can be stored in a column to indicate a specific value (or lack thereof). 

Question 9 

The correct answer is D -- UPDATE stock SET (description, quantity, price) = (NULL, 0, 0) WHERE category <> 'S' 

Because 'NULL' is treated as a string instead of a NULL value, the SQL statements shown in Answers A and C would not set the STATUS to NULL; the statement shown in Answer B is invalid because the SET keyword is only used once in the UPDATE statement. Therefore, statement D is the only UPDATE statement shown that will accomplish the desired task. 

Question 10 

The correct answer is D -- Uncommitted Read 

Usually locks are not acquired during processing when the Uncommitted Read isolation level is used. However, rows that are retrieved by a transaction using the Uncommitted Read isolation level will be locked if another transaction attempts to drop or alter the table from which the rows were retrieved. 

10 Questions part 3 
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Question 1 
Which of the following are NOT stored in the system catalog tables?: 

A. SQL statements used to create tables 
B. SQL statements used to create triggers 
C. SQL statements used to create constraints 
D. Table names
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Question 2 
Assuming table TAB1 contains 100 rows, which of the following queries will return only half of the rows available? 

A. SELECT * FROM tab1 FIND FIRST 50 ROWS 
B. SELECT * FROM tab1 FETCH FIRST 50 ROWS ONLY 
C. SELECT * FROM tab1 WHILE ROW_NUM < 50 
D. SELECT * FROM tab1 MAXROWS 50
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Question 3 
If the following statement is executed: 

CREATE TABLE employee

    (empid     INT NOT NULL GENERATED BY DEFAULT 

         AS IDENTITY (START WITH 1, INCREMENT BY 5),

     name      VARCHAR(20),

     dept      INT CHECK (dept BETWEEN 1 AND 20),

     hiredate  DATE WITH DEFAULT CURRENT DATE,

     salary    DECIMAL(7,2),

     PRIMARY KEY(empid),

  CONSTRAINT cst1 CHECK (YEAR(hiredate) > 2006 OR

         Salary > 60500));

Which of the following INSERT statements will fail? 

A. INSERT INTO employee VALUES (15, 'Smith', 5, '01/22/2004', 92500.00) 
B. INSERT INTO employee VALUES (DEFAULT, 'Smith', 2, '10/07/2002', 80250.00) 
C. INSERT INTO employee VALUES (20, 'Smith', 5, NULL, 65000.00) 
D. INSERT INTO employee VALUES (DEFAULT, 'Smith', 10, '11/18/2004', 60250.00)


[image: image57.png]


Question 4 
Which of the following modes, when used with the LOCK TABLE statement, will cause the DB2 Database Manager to acquire a table-level lock that prevents other concurrent transac-tions from accessing data stored in the table while the owning transaction is active? 

A. SHARE MODE 
B. ISOLATED MODE 
C. EXCLUSIVE MODE 
D. RESTRICT MODE
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Question 5 
Given the following table: 

TAB1 

COL1     COL2 
–––––   ––––– 
    A           10 
    B           20 
    C           30 
    A           10 
    D           40 
    C           30 

Assuming the following results are desired: 

TAB1 

COL1     COL2 
–––––   ––––– 
    A           10 
    B           20 
    C           30 
    D           40 

Which of the following statements will produce the desired results? 

A. SELECT UNIQUE * FROM tab1 
B. SELECT DISTINCT * FROM tab1 
C. SELECT UNIQUE(*) FROM tab1 
D. SELECT DISTINCT(*) FROM tab1


[image: image59.png]


Question 6 
Given the following tables: 

YEAR_2006 

EMPID    NAME 
–––––   ––––––– 
    1        Jagger, Mick 
    2        Richards, Keith 
    3        Wood, Ronnie 
    4        Watts, Charlie 
    5        Jones, Darryl 
    6        Leavell, Chuck 

YEAR_1962 

EMPID    NAME 
–––––   ––––––– 
    1        Jagger, Mick 
    2        Richards, Keith 
    3        Jones, Brian 
    4        Wyman, Bill 
    5        Chapman, Tony 
    6        Stewart, Ian 

If the following SQL statement is executed, how many rows will be returned? 

SELECT name FROM year_2006 
UNION 
SELECT name FROM year_1962 

A. 0 
B. 6 
C. 10 
D. 12
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Question 7 
Which of the following is NOT a characteristic of a unique index? 

A. Each column in a base table can only participate in one unique index, regard-less of how the columns are grouped (the same column can not be used in mul-tiple unique indexes) 
B. In order for an index to be used to support a unique constraint, it must have been defined with the UNIQUE attribute 
C. A unique index cannot be created for a populated table if the key column speci-fied contains more than one NULL value 
D. A unique index can only be created for a non-nullable column 
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Question 8 
Which of the following causes a lock that is being held by an application using the Cursor Stability isolation level to be released? 

A. The cursor is moved to another row 
B. The row the cursor is on is deleted by the application 
C. The row the cursor is on is deleted by another application 
D. The row the cursor is on needs to be updated by another application 
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Question 9 
If the following SQL statements are executed in the order shown: 

CREATE TABLE table1 (c1 INTEGER, c2 INTEGER); 
INSERT INTO table1 VALUES (123, 456); 
UPDATE table1 SET c1 = NULL; 

What will be the result of the following statement? 

SELECT * FROM table1; 

A. C1   C2 
   –––  ––– 
   123   456 
   1 record(s) selected. 

B. C1   C2 
   –––  ––– 
   NULL  456 
   1 record(s) selected. 

C. C1   C2 
   –––  ––– 
     -     456 
   1 record(s) selected. 

D. C1   C2 
   –––  ––– 
     0     456 
   1 record(s) selected. 
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Question 10 
Given the following table definition: 

SALES 
––––––––––––––––– 
INVOICE_NO                   CHAR(20) NOT NULL 
SALES_DATE                  DATE 
SALES_PERSON           CHAR(20) 
REGION                           CHAR(20) 
SALES                               INTEGER 

If the following SELECT statement is executed, which of the following describes the order of the rows in the result data set produced? 

SELECT * FROM sales 

A. The rows are sorted by INVOICE_NO in ascending order. 
B. The rows are sorted by INVOICE_NO in descending order. 
C. The rows are ordered based on when they were inserted into the table. 
D. The rows are not sorted in any particular order.
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ANSWER KEY 

Question 1 

The correct answer is A -- SQL statements used to create tables 

The system catalog tables are used to keep track of information like database object definitions, database object dependencies, database object privileges, column data types, and table constraints. In most cases, the complete characteristics of a database object are stored in one or more system catalog tables when the object is created. However in some cases, such as when triggers and constraints are defined, the actual SQL used to create the object is stored instead. Characteristics of tables, not the SQL used to create them, are stored in the system catalog tables. 

Question 2 

The correct answer is B -- SELECT * FROM tab1 FETCH FIRST 50 ROWS ONLY 

The FETCH FIRST clause is used to limit the number of rows that are returned to the result data set produced in response to a query. When used, the FETCH FIRST clause is followed by a positive integer value and the words ROWS ONLY. This tells the DB2 Database Manager that the user/application executing the query does not want to see more than n number of rows, regardless of how many rows might exist in the result data set that would be produced were the FETCH FIRST clause not specified 

Question 3 

The correct answer is D -- INSERT INTO employee VALUES (DEFAULT, 'Smith', 10, '11/18/2004', 60250.00) 

In this example, the statement "INSERT INTO employee VALUES (DEFAULT, 'Smith', 10, '11/18/2004', 60250.00)" will fail because the hire date and the salary specified violates check constraint CST1 – YEAR(hiredate) > 2006 OR salary > 60500) 

Question 4 

The correct answer is C -- EXCLUSIVE MODE 

The LOCK TABLE statement allows a transaction to explicitly acquire a table-level lock on a particular table in one of two modes: SHARE and EXCLUSIVE. If a table is locked using the SHARE mode, a table-level Share (S) lock is acquired on behalf of the transaction, and other concurrent transactions are allowed to read, but not change, the data stored in the locked table. If a table is locked using the EXCLUSIVE mode, a table-level Exclusive (X) lock is acquired, and other concurrent transactions can neither access nor modify data stored in the locked table. 

Question 5 

The correct answer is B -- SELECT DISTINCT * FROM tab1 

If the DISTINCT clause is specified with a SELECT statement, duplicate rows are removed from the final result data set returned. Two rows are considered to be duplicates of one another if the value of every column of the first row is identical to the value of the corre-sponding column of the second row. 

Question 6 

The correct answer is C -- 10 

When the UNION set operator is used, the result data sets produced by each individual query are combined and all duplicate rows are eliminated. Thus with this example, the results of both tables are combined (6 rows + 6 rows = 12 rows) and the duplicate rows for Jagger, Mick and Richards, Keith are removed (12 – 2 = 10 rows). So 10 rows are returned. 

Question 7 

The correct answer is D -- A unique index can only be created for a non-nullable column 

A unique index allows one and only one NULL value; the value "NULL" means a column's value is undefined and distinct from any other value. The remaining characteristics are true for unique indexes. 

Question 8 

The correct answer is B -- In order for an index to be used to support a unique constraint, it must have been defined with the UNIQUE attribute 

If a row level lock is held by a application using the Cursor Stability isolation level, that lock remains in effect until either the cursor is moved to a new row (at which time the lock for the old row is released – if possible, and a new lock for the current row is acquired) or the transaction holding the lock is terminated. 

Question 9 

The correct answer is C -- NULL 

The UPDATE statement assigns a NULL value to column C1 and NULL values are displayed as a dash (-). 

Question 10 

The correct answer is D -- The rows are not sorted in any particular order. 

Data is stored in a table in no particular order, and unless otherwise specified (with an ORDER BY clause), a query only returns data in the order in which it is found. 

10 Questions part 2
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Question 1 
Given the following two tables: 

NAMES 

NAME               NUMBER 
––––––––––   –––––––– 
Wayne Gretsky       99 
Jaromir Jagr           68 
Bobby Orr                4 
Bobby Hull              23 
Brett Hull                16 
Mario Lemieux       66 
Mark Messier         11 

POINTS 

NAME               POINTS 
––––––––––   –––––––– 
Wayne Gretsky       244 
Jaromir Jagr           168 
Bobby Orr               128 
Brett Hull                 121 
Mario Lemieux       189 
Joe Sacik                94 

Which of the following statements will display the player name, number, and points for all players that have scored points? 

A. SELECT p.name, n.number, p.points FROM names n INNER JOIN points p ON n.name = p.name 
B. SELECT p.name, n.number, p.points FROM names n LEFT OUTER JOIN points p ON n.name = p.name 
C. SELECT p.name, n.number, p.points FROM names n RIGHT OUTER JOIN points p ON n.name = p.name 
D. SELECT p.name, n.number, p.points FROM names n FULL OUTER JOIN points p ON n.name = p.name 
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Question 2 
Given the following statement: 

CREATE TABLE t1 
col1  SMALLINT NOT NULL PRIMARY KEY, 
col2  VARCHAR(200) NOT NULL WITH DEFAULT NONE, 
col3  DECIMAL(5,2) CHECK (col3 >= 100.00), 
col4  DATE NOT NULL WITH DEFAULT) 

Which of the following definitions will cause the CREATE TABLE statement to fail? 

A. COL1 
B. COL2 
C. COL3 
D. COL4
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Question 3 
Given the following queries: 

SELECT c1 FROM tab1; 
SELECT c1 FROM tab2; 

Which of the following set operators can be used to produce a result data set that contains only records that are not found in the result data set produced by each query after duplicate rows have been eliminated? 

A. UNION 
B. INTERSECT 
C. EXCEPT 
D. MERGE
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Question 4 
Given the following table: 

TAB1 

COL1       COL2 
–––––      ––––– 
A                 10 
B                 20 
C                30 
D                40 
E                50 

And the following SQL statements: 

DECLARE c1 CURSOR WITH HOLD FOR 
   SELECT * FROM tab1 ORDER BY col_1; 
OPEN c1; 
FETCH c1; 
FETCH c1; 
FETCH c1; 
COMMIT; 
FETCH c1; 
CLOSE c1; 
FETCH c1; 

Which of the following is the last value obtained for COL_2? 

A. 20 
B. 30 
C. 40 
D. 50
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Question 5 
Given the following scenario: 

Table TABLE1 needs to hold specific numeric values up to 9999999.999 in column COL1. Once TABLE1 is populated, arithmetic operations will be performed on data stored in col-umn COL1. 

Which of the following would be the most appropriate DB2 data type to use for column COL1? 

A. INTEGER 
B. REAL 
C. NUMERIC(7,3) 
D. DECIMAL(10,3)
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Question 6 
Application A wants to read a subset of rows from table TAB1 multiple times. Which of the following isolation levels should Application A use to prevent other users from making modifications and additions to table TAB1 that will affect the subset of rows read? 

A. Repeatable Read 
B. Read Stability 
C. Cursor Stability 
D. Uncommitted Read
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Question 7 
Given the following two tables: 

EMPLOYEE 

ID     NAME                   DEPTID 
––– ––––––––––––– ––––––– 
01     Mick Jagger             10 
02     Keith Richards        20 
03     Ronnie Wood          20 
04     Charlie Watts          20 
05     Bill Wyman              30 
06     Brian Jones              - 

ID     DEPTNAME 
––– ––––––––––––– 
10       Executive Staff 
20       Sales 
30       Marketing 
40       Engineering 
50       Human Resources 

Which two of the following queries will display the employee name and department name for all employees that are in Sales? 

A. SELECT e.name, d.deptname FROM employee e, department d 
WHERE e.deptid = d.id AND d.id = '20' 
B. SELECT e.name, d.deptname FROM employee e FULL OUTER JOIN department d ON e.deptid = d.id WHERE d.id = '20' 
C. SELECT e.name, d.deptname FROM employee e RIGHT OUTER JOIN department d ON e.deptid = d.id WHERE d.id = '20' 
D. SELECT e.name, d.deptname FROM employee e LEFT OUTER JOIN department d ON e.deptid = d.id WHERE d.id = '20' 
E. SELECT e.name, d.deptname FROM employee e INNER JOIN department d 
ON e.deptid = d.id  WHERE d.id = '20' 
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Question 8 
Given the following set of statements: 

CREATE TABLE tab1 (col1 INTEGER, col2 CHAR(20)); 
COMMIT; 
INSERT INTO tab1 VALUES (123, 'Red'); 
INSERT INTO tab1 VALUES (456, 'Yellow'); 
SAVEPOINT s1 ON ROLLBACK RETAIN CURSORS; 
DELETE FROM tab1 WHERE col1 = 123; 
INSERT INTO tab1 VALUES (789, 'Blue'); 
ROLLBACK TO SAVEPOINT s1; 
INSERT INTO tab1 VALUES (789, 'Green'); 
UPDATE tab1 SET col2 = NULL WHERE col1 = 789; 
COMMIT; 

Which of the following records would be returned by the following statement? 

SELECT * FROM tab1 

A. COL1    COL2 
    ––––    –––– 
    123        Red 
    456        Yellow 
    2 record(s) selected 

B. COL1    COL2 
    ––––    –––– 
    456        Yellow 
    1 record(s) selected 

C. COL1    COL2 
    ––––    –––– 
    123        Red 
    456        Yellow 
    789        - 
    3 record(s) selected 

D. COL1    COL2 
    ––––    –––– 
    123        Red 
    456        Yellow 
    789        Green 
    3 record(s) selected 
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Question 9 
Which of the following is used to indicate a column will not accept NULL values and can be referenced in another table's foreign key specification? 

A. Check constraint 
B. Unique constraint 
C. Default constraint 
D. Informational constraint
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Question 10 
An application has acquired a Share lock on a row in a table and now wishes to update the row. Which of the following statements is true?: 

A. The application must release the row-level Share lock it holds and acquire an Update lock on the row 
B. The application must release the row-level Share lock it holds and acquire an Update lock on the table 
C. The row-level Share lock will automatically be converted to a row-level Up-date lock 
D. The row-level Share lock will automatically be escalated to a table-level Up-date lock
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ANSWER KEY 

Question 1 

The correct answer is C -- SELECT p.name, n.number, p.points FROM names n RIGHT OUTER JOIN points p ON n.name = p.name 

When a right outer join operation is performed, rows that would have been returned by an inner join operation, together with all rows stored in the rightmost table of the join operation (i.e., the table listed last in the OUTER JOIN clause) that would have been eliminated by the inner join operation are returned in the result data set produced. In this case, we want to see all records found in the POINTS table, along with any corresponding records found in the NAMES table, so a right outer join is the appropriate join operation to use. 

Question 2 

The correct answer is B -- COL2 

Because column COL2 was defined using a varying-length character string (VARCHAR) data type, the default value provided for the default constraint must be enclosed in single quotes. Had the value 'NONE' been provided instead of the value NONE, the column COL2 would have been created. Instead, because column COL2 could not be created, the table TAB1 was not created. 

Question 3 

The correct answer is C -- EXCEPT 

When the EXCEPT set operator is used, the result data sets produced by each individual query are combined, all duplicate rows found are eliminated, and all records found in the first result data set that have a corresponding record in the second result data set are elimi-nated, leaving just the records that are not found in both result data sets. When the UNION set operator is used, the result data sets produced by each individual query are combined and all duplicate rows are eliminated; when the INTERSECT set operator is used, the result data sets produced by each individual query are combined, all duplicate rows found are eliminated, and all records found in the first result data set that do not have a corresponding record in the second result data set are eliminated, leaving just the records that are found in both result data sets; and MERGE is not a set operator. 

Question 4 

The correct answer is C -- 40 

When a cursor that has been declared with the WITH HOLD option specified (as in the example shown) is opened, it will remain open across transaction boundaries until it is explicitly closed; otherwise, it will be implicitly closed when the transaction that opens it is terminated. In this example, the cursor is opened, the first three rows are fetched from it, the transaction is committed (but the cursor is not closed), another row is fetched from it, and then the cursor is closed. Thus, the last value obtained will be: 

TAB1 

COL1       COL2 
–––––      ––––– 
D                 40 

Question 5 

The correct answer is D -- DECIMAL(10, 3) 

The decimal (DECIMAL or NUMERIC) data type is used to hold the number—the precision is 10 because 10 numbers will be displayed and the scale is 3 because the number contains three decimal places. 

Question 6 

The correct answer is A -- Repeatable Read 

When the Repeatable Read isolation level is used, the effects of one transaction are completely isolated from the effects of other concurrent transactions; when this isolation level is used, every row that's referenced in any manner by the owning transaction is locked for the duration of that transaction. As a result, if the same SELECT SQL statement is issued multiple times within the same transaction, the result data sets produced are guaranteed to be the identical. Other transaction are prohibited from performing insert, update, or delete operations that would affect any row that has been accessed by the owning transaction as long as that transaction remains active. 

Question 7 

The correct answers are A and E -- 

An inner join can be thought of as the cross product of two tables, in which every row in one table that has a corresponding row in another table is combined with that row to produce a new record. The syntax for a SELECT statement that performs an inner join operation is: 

SELECT 

[* | [Expression] <<AS> [NewColumnName]> ,...]

FROM [[TableName] <<AS> [CorrelationName]> ,...]

[JoinCondition]

Where: 

Expression 
Identifies one or more columns whose values are to be returned when the SELECT statement is executed. The value specified for this option can be any valid SQL language element; however, corresponding table or view column names are commonly used. 
NewColumnName 
Identifies a new column name that is to be used in place of the corresponding table or view column name specified in the result data set returned by the SELECT statement. 
TableName 
Identifies the name(s) assigned to one or more tables that data is to be retrieved from. 
CorrelationName 
Identifies a shorthand name that can be used when referencing the table name specified in the TableName parameter 
JoinCondition 
Identifies the condition to be used to join the tables specified. Typically, this is a WHERE clause in which the values of a column in one table are compared with the values of a similar column in another table. 

The following syntax can also be used to create a SELECT statement that performs an inner join operation: 

SELECT 

[* | [Expression] <<AS> [NewColumnName]> ,...]

FROM [[TableName1] <<AS> [CorrelationName1]> ,]

<INNER> JOIN

[[TableName2] <<AS> [CorrelationName2]>]

ON [JoinCondition]

Where: 

Expression 
Identifies one or more columns whose values are to be returned when the SELECT statement is executed. The value specified for this option can be any valid SQL language element; however, corresponding table or view column names are commonly used. 
NewColumnName 
Identifies a new column name to be used in place of the corre-sponding table or view column name specified in the result data set returned by the SELECT statement. 
TableName1 
Identifies the name assigned to the first table data is to be re-trieved from. 
CorrelationName1 
Identifies a shorthand name that can be used when referencing the leftmost table of the join operation. 
TableName2 
Identifies the name assigned to the second table data is to be re-trieved from. 
CorrelationName2 
Identifies a shorthand name that can be used when referencing the rightmost table of the join operation. 
JoinCondition 
Identifies the condition to be used to join the two tables specified. 

Question 8 

The correct answer is C -- 

DB2 uses a mechanism known as a savepoint, to allow an application to break the work being performed by a single large transaction into one or more subsets. Once created, a savepoint can be used in conjunction with a special form of the ROLLBACK SQL statement to return a database to the state it was in at the point in time a particular savepoint was created. The syntax for this form of the ROLLBACK statement is: 

ROLLBACK <WORK> TO SAVEPOINT <[SavepointName]>

where: 

SavepointName   Identifies the name assigned to the savepoint that indicates the point in time that operations performed against the database are to be rolled back (backed out) to. 

So, in this example, every operation performed between the time savepoint S1 was created and the ROLLBACK TO SAVEPOINT statement was executed was undone. 

Question 9 

The correct answer is B -- Unique constraint 

A unique constraint can be used to ensure that the value(s) assigned to one or more columns when a record is added to a base table are always unique; once a unique constraint has been defined for one or more columns, any operation that attempts to place duplicate values in those columns will fail. Although a unique, system-required index is used to enforce a unique constraint, there is a distinction between defining a unique constraint and creating a unique index; even though both enforce uniqueness, a unique index allows NULL values and generally cannot be used in a referential constraint. A unique constraint on the other hand, does not allow NULL values and can be referenced in a foreign key specification. (The value "NULL" means a column's value is undefined and distinct from any other value, including other NULL values). 

A check constraint (also known as a table check constraint) can be used to ensure that a particular column in a base table is never assigned an unacceptable value—once a check constraint has been defined for a column, any operation that attempts to place a value in that column that does not meet specific criteria will fail. The default constraint can be used to ensure that a particular column in a base table is assigned a predefined value (unless that value is overridden) each time a record is added to the table. The predefined value provided could be null (if the NOT NULL constraint has not been defined for the column), a user-supplied value compatible with the column's data type, or a value furnished by the DB2 Da-tabase Manager. Unlike other constraints, informational constraints are not enforced during insert and update processing. However, the DB2 SQL optimizer will evaluate information provided by an informational constraint when considering the best access plan to use to re-solve a query. As a result, an informational constraint may result in better query performance even though the constraint itself will not be used to validate data entry/modification. 

Question 10 

The correct answer is C -- The row-level Share lock will automatically be converted to a row-level Up-date lock 

The correct answer is C. If a transaction holding a lock on a resource needs to acquire a more restrictive lock on the same resource, the DB2 Database Manager will attempt to change the state of the existing lock to the more restrictive state. The action of changing the state of an existing lock to a more restrictive state is known as lock conversion. Lock conver-sion occurs because a transaction can hold only one lock on a specific data resource at any given time. In most cases, lock conversion is performed on row-level locks, and the conver-sion process is fairly straightforward. For example, if an Update (U) lock is held and an Exclusive (X) lock is needed, the Update (U) lock will be converted to an Exclusive (X) lock. 

10 Questions part 1
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Question 1 
User USER1 holds CONTROL privilege on table TABLE1. Which two of the following statements is user USER1 allowed to execute? 

A. GRANT CONTROL ON table1 TO user2 
B. GRANT LOAD ON table1 TO user2 
C. GRANT INSERT, UPDATE ON table1 TO user2 WITH GRANT OPTION 
D. GRANT BINDADD ON table1 TO PUBLIC 
E. GRANT ALL PRIVILEGES ON table1 TO PUBLIC 
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Question 2 
Given the following statements: 

CREATE TABLE t1 (c1 INTEGER, c2 CHAR(5)); 
CREATE TABLE t1audit (user VARCHAR(20), date DATE, action VARCHAR(20)); 

CREATE TRIGGER trig1 AFTER INSERT ON t1 
  FOR EACH ROW 
  MODE DB2SQL 
  INSERT INTO t1audit VALUES (CURRENT USER, CURRENT DATE, 'Insert'); 

If user USER1 executes the following statements: 

INSERT INTO t1 VALUES (1, 'abc'); 
INSERT INTO t1 (c1) VALUES (2); 
UPDATE t1 SET c2 = 'ghi' WHERE c1 = 1; 

How many new records will be written to the database? 

A. 0 
B. 2 
C. 3 
D. 4
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Question 3 
Given the requirements to store customer names, billing addresses, and telephone numbers, which of the following would be the best way to define the telephone number column for a table if all customers were located in the same country? 

A. PHONE    CHAR(15) 
B. PHONE   VARCHAR(15) 
C. PHONE   LONG VARCHAR 
D. PHONE   CLOB(1K)
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Question 4 
Which of the following is NOT a difference between a unique index and a primary key? 

A. A primary key is a special form of a unique constraint; both use a unique index. 
B. Unique indexes can be defined over one or more columns; primary keys can only be defined on a single column. 
C. A table can have many unique indexes but only one primary key. 
D. Unique indexes can be defined over one or more columns that allow null values; primary keys cannot contain null values.
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Question 5 
User USER1 wants to utilize an alias to remove rows from a table. Assuming USER1 has no authorities or privileges, which of the following privileges are needed? 

A. DELETE privilege on the table 
B. DELETE privilege on the alias 
C. DELETE privilege on the alias; REFERENCES privilege on the table 
D. REFERENCES privilege on the alias; DELETE privilege on the table
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Question 6 
Given the following statements: 

CREATE TABLE tab1 (c1 INTEGER, c2 CHAR(5)); 
CREATE VIEW view1 AS SELECT c1, c2 FROM tab1 WHERE c1 < 100; 
CREATE VIEW view2 AS SELECT c1, c2 FROM view1 
  WITH CASCADED CHECK OPTION; 

Which of the following INSERT statements will fail to execute? 

A. INSERT INTO view2 VALUES(50, 'abc') 
B. INSERT INTO view1 VALUES (100, 'abc') 
C. INSERT INTO view2 VALUES(150, 'abc') 
D. INSERT INTO view1 VALUES(100, 'abc')


[image: image82.png]


Question 7 
Given the following table: 

CURRENT_EMPLOYEES 
––––––––––––––––– 
EMPID      INTEGER NOT NULL 
NAME       CHAR(20) 
SALARY    DECIMAL(10,2) 

PAST_EMPLOYEES 
––––––––––––––––– 
EMPID      INTEGER NOT NULL 
NAME       CHAR(20) 
SALARY    DECIMAL(10,2) 

Assuming both tables contain data, which of the following statements will NOT successfully add data to table CURRENT_EMPLOYEES? 

A. INSERT INTO current_employees (empid) VALUES (10) 
B. INSERT INTO current_employees VALUES (10, 'JAGGER', 85000.00) 
C. INSERT INTO current_employees SELECT empid, name, salary FROM past_employees WHERE empid = 20 
D. INSERT INTO current_employees (name, salary) VALUES (SELECT name, salary FROM past_employees WHERE empid = 20)
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Question 8 
The following triggers were defined for a table named SALES in the order shown: 

CREATE TRIGGER trigger_a 
NO CASCADE BEFORE UPDATE ON sales 
REFERENCING NEW AS new 
FOR EACH ROW 
SET new.commission = sale_amt * .05 
   WHERE invoice = n.invoice; 

CREATE TRIGGER trigger_b 
AFTER INSERT ON sales 
REFERENCING NEW AS new 
FOR EACH ROW 
UPDATE sales SET bill_date = CURRENT DATE + 30 DAYS 
   WHERE invoice = n.invoice; 

CREATE TRIGGER trigger_c 
NO CASCADE BEFORE DELETE ON sales 
FOR EACH ROW 
SIGNAL SQLSTATE '75005' 
   SET MESSAGE_TEXT = 'Deletes not allowed!'; 

Which of the following statements is NOT true? 

A. Once a row has been added to the SALES table, it cannot be removed 
B. Whenever a row is inserted into the SALES table, the value in the BILL_DATE column is automatically set to 30 days from today 
C. Each time a row is inserted into the SALES table, trigger TRIGGER_A is fired first, followed by trigger 
D. Whenever a row in the SALES table is updated, all three triggers are fired but nothing happens because none of the triggers have been coded to trap update operations
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Question 9 
If the following SQL statements are executed in the order shown: 

CREATE TABLE orders 
   (order_num   INTEGER NOT NULL, 
   buyer_name   VARCHAR(35), 
   amount      NUMERIC(5,2)); 

CREATE UNIQUE INDEX idx_orderno ON orders(order_num); 

Which of the following describes the resulting behavior? 

A. Every ORDER_NUM value entered must be unique; whenever the ORDERS table is queried rows should be displayed in order of increasing ORDER_NUM values 
B. Every ORDER_NUM value entered must be unique; whenever the ORDERS table is queried rows will be displayed in no particular order 
C. Duplicate ORDER_NUM values are allowed; no other index can be created for the ORDERS table that reference the ORDER_NUM column 
D. Every ORDER_NUM value entered must be unique; no other index can be created for the ORDERS table that reference the ORDER_NUM column
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Question 10 
A table named DEPARTMENT has the following columns: 

DEPT_ID 
DEPT_NAME 
MANAGER 
AVG_SALARY

Which of the following is the best way to prevent most users from viewing AVG_SALARY data? 

A. Encrypt the table's data 
B. Create a view that does not contain the AVG_SALARY column 
C. Revoke SELECT access for the AVG_SALARY column from users who should not see AVG_SALARY data 
D. Store AVG_SALARY data in a separate table and grant SELECT privilege for that table to the appropriate users
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ANSWER KEY 

Question 1 

The correct answers are C and E -- GRANT INSERT, UPDATE ON table1 TO user2 WITH GRANT OPTION, and GRANT ALL PRIVILEGES ON table1 TO PUBLIC 

The first GRANT statement (Answer A) is not valid be-cause only users with System Administrator (SYSADM) authority or Database Administra-tor (DBADM) authority are allowed to explicitly grant CONTROL privilege on any object; the second GRANT statement (Answer B) is not valid because LOAD is not a table privilege (LOAD is a database privilege); and the fourth GRANT statement (Answer C) is not valid because BINDADD is not a table privilege (BINDADD is a database privilege). However, a user with CONTROL privilege on a table can grant any table privilege (except the CONTROL privilege), along with the ability to give that privilege to other users and/or groups to anyone—including the group PUBLIC. 

Question 2 

The correct answer is D -- 4 

Each time a record is inserted into table T1, trigger TRIG1 is fired and a record is written to the table T1AUDIT. If both tables were queried after the update operation completes, the results would look something like this: 

SELECT * FROM t1 

C1      C2 
––––– ––––– 
1         ghi 
2         - 
   2 record(s) selected. 

SELECT * FROM t1audit 

USER            DATE          ACTION 
––––––––– ––––––––– –––––––– 
RSANDERS      01/20/2007   Insert 
RSANDERS      01/20/2007   Insert 
   2 record(s) selected. 

In order to track update and delete operations performed against table T1, similar UPDATE and DELETE triggers would need to be created. 

Question 3 

The correct answer is A -- PHONE CHAR(15) 

Although each data type specified is valid, the CHAR(15) data type will only require 16 bytes of storage whereas the VARCHAR(15) data type will need 20 bytes of storage, the LONG VARCHAR data type will need 40 bytes, and the CLOB(1K) data type will require over 1024 bytes of storage space. 

Question 4 

The correct answer is B -- Unique indexes can be defined over one or more columns; primary keys can only be defined on a single column. 

Both primary keys and unique indexes can be defined over one or more columns in a table. 

Question 5 

The correct answer is A -- DELETE privilege on the table 

The DELETE table privilege allows a user to remove rows of data from a table. Aliases are publicly-referenced names, so no special authority or privilege is required to use them. However, tables or views referred to by an alias have still have the authorization requirements that are associated with these types of objects. 

Question 6 

The correct answer is C -- INSERT INTO view2 VALUES(150, 'abc') 

The statement "INSERT INTO view2 VALUES(150, 'abc')" will fail because the value 150 is greater than 100; because view VIEW2 was created with the WITH CASCADED CHECK OPTION specified, the "WHERE c1 < 100" clause used to create view VIEW1 became a constraint that is used to validate insert and update operations that are performed against view VIEW2 to ensure that all rows inserted into or updated in the base table the view refers to conform to the view's definition. 

Question 7 

The correct answer is D -- INSERT INTO current_employees (name, salary) VALUES (SELECT name, salary FROM past_employees WHERE empid = 20) 

Because the EMPID column in each table was defined in such a way that it does not allow null values, a non-null value must be provided for this column anytime data is inserted into either table. The INSERT statement shown in answer D does not provide a value for the EMPID column of the CURRENT_EMPLOYEES table, so the statement will fail. 

Question 8 

The correct answer is D -- Whenever a row in the SALES table is updated, all three triggers are fired but nothing happens because none of the triggers have been coded to trap update operations 

Triggers are only fired if the trigger event they have been designed to watch for takes place against the subject table they are designed to interact with. In this example, no UPDATE trigger was defined; therefore, no triggers are fired when the sales table is updated. 

Trigger TRIGGER_C will be fired anytime a delete operation is performed against the SALES table and triggers TRIGGER_A and TRIGGER_B will be fired in the order they were created whenever an insert operation is performed against the SALES table. Trigger TRIGGER_A is designed to calculate a sales commission for an invoice based on the sale amount; trigger TRIGGER_B is designed to assign a value to the BILL_DATE column that is 30 days from today; and trigger TRIGGER_C is designed to display an error message whenever anyone tries to delete records from the SALES table. 

Question 9 

The correct answer is A -- Every ORDER_NUM value entered must be unique; whenever the ORDERS table is queried rows should be displayed in order of increasing ORDER_NUM values 

If the UNIQUE clause is specified when the CREATE INDEX statement is executed, rows in the table associated with the index will not have two or more occurrences of the same values in the set of columns that make up the index key. Further-more, the creation of an index provides a logical ordering of the rows of a table so in this example, rows inserted into the ORDERS table will be ordered ORDER_NUM values, in ascending order. 

Question 10 

The correct answer is B -- Create a view that does not contain the AVG_SALARY column 

A view is a virtual table residing in memory that provides an alter-native way of working with data that resides in one or more base tables. For this reason, views can be used to prevent access to select columns in a table. While it is possible to en-crypt the data stored in the DEPARTMENT table or move the AVG_SALARY data to a separate table (you cannot revoke SELECT privilege for a column), the best solution is to create a view for the DEPARTMENT table that does not contain the AVG_SALARY col-umn, revoke SELECT privilege on the DEPARTMENT table from users who are not al-lowed to see AVG_SALARY data, and grant SELECT privilege on the new view to users who need to access the rest of the data stored in the DEPARTMENT table. 

